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Abstract of the contribution: Proposed correction of NSAC for Network Slice Subject to NSSAA
[bookmark: _Toc510607461]1. Introduction
During SA2#147, discussion on how to correction the NSAC for Network Slice subject to NSSAA covers several aspects about when execute the NSAC and NSSAA procedures for EAC mode active and de-active scenarios.
The following alternatives are discussed:
a) [bookmark: OLE_LINK93][bookmark: OLE_LINK94]NSAC should be always executed before NSSAA, irrespective of EAC mode;
b) [bookmark: OLE_LINK95][bookmark: OLE_LINK96]NSSAA should be always executed first, the NSAC is made during the UCU procedure triggered by the NSSAA result (before the UCU for EAC active, after the UCU for EAC de-active), rather than during the registration procedure;
c) The AMF performs NSAC before Registration Accept when EAC active. The AMF performs NSAC after the S-NSSAI is provided in Allowed NSSAI and before the UCU providing the result of the NSSAA to the UE when EAC de-active.
· For alternative a)

NSAC should be always executed before NSSAA, irrespective of EAC mode. Till the Allowed NSSAI list is not prepared by AMF (meaning some procedures has not been completed be it NSAC, NSSRG or NSSAA etc.) all the slices are in transient state. So the execution is proposed for saving from the execution of NSSAA which is heavy procedure when NSAC failed, as below,
In registration Accept: (EAC mode active)
1. NSAC check > Passed > Can keep the slice in pending state as NSSAA is not executed
1. NSAC check > failed > Slice is in rejected list
In the UCU: (EAC mode inactive), with slice pending state during registration accept because of NSSAA
1. NSAC check > passed > NSSAA > based on result UCU can be trigged slice is in allowed or rejected from pending list
1. NSAC check > failed > simply rejected from pending list
The mainly issue about alternative a) is that, the NSSAA and NSAC procedure is independent with each other. During the general registration, the NSSAA will start before the NSAC procedure when EAC de-active. The AMF is aware whether the S-NSSAI subject to NSAAA or not, then interacts with the NSSF and get the Allowed NSSAI. The S-NSSAI subject to NSSAA with pending state will not be executed NSAC. When the NSSAA finished with success, the S-NSSAI can be put into the Allowed NSSAI, then the NSAC is triggered.
Thus the S-NSSAI may not be saved from the execution of NSSAA, except that we make the NSSAA procedure related to NSAC.
· For alternative b)
NSSAA should be always executed first, the NSAC is made during the UCU procedure triggered by the NSSAA result (before the UCU for EAC active, after the UCU for EAC de-active), rather than during the registration procedure.
The solution is based on the understanding that a network slice subject to NSAC is to undergo NSAC when the network slice is to be added in the Allowed NSSAI. I.e., after the registration Accept in case of EAC not active (as the expectations are that there will be no quota issues) or before the registration Accept in case EAC is active (as in this case the NSAC may fail and the network slice may not qualify for allowed slice).
When the network slice subject to NSSAA also, the EAC mode active or not has no influence on the NSSAA outcome. It means the chances for NSSAA failure are same for EAC active and de-active cases.
Hence, when the S-NSSAI subject to NSSAA, the NSAC is made during the UCU procedure triggered by the NSSAA result, rather than during the registration procedure (because of the pending state), with the same behaviour for NSAC interaction (before the UCU for EAC active, after the UCU for EAC de-active).
The mainly issue about alternative b) is that, the S-NSSAI subject to NSSAA is exception from EAC during the registration procedures. The NSAC can be executed during UCU, when it is also not included in the Allowed NSSAI after NSSAA success. But the special waiting is not necessary because of pending state.
The pending S-NSSAI can be performed the availability check with other S-NSSAIs together during the registration procedures when EAC active, because that all of S-NSSAIs executed NSAC are not included in the Allowed NSSAI.
· For alternative c)
The AMF performs NSAC before Registration Accept when EAC active. The AMF performs NSAC after the S-NSSAI is provided in Allowed NSSAI and before the UCU providing the result of the NSSAA to the UE when EAC de-active.
It is totally align with the description of 23.502, as follows:
1) “The AMF will triggers the availability check and update procedure for the S-NSSAI included in the Allowed NSSAI.” (Clause 4.2.11.2 of 23.502)
Hence, when EAC mode de-active, NSAC will be performed after NSSAA (and only for success), because the S-NSSAI is pending before NSSAA finished.
2) “EAC mode means that the AMF is required to perform the number of UEs per network slice availability check and update procedure before the S-NSSAI subject to NSAC is included in the Allowed NSSAI and sent to the UE.” (Clause 4.2.11.3 of 23.502)
Hence, when EAC mode active, AMF will triggers the availability check and update for the S-NSSAI subject to NSSAA, with other S-NSSAIs together. Because the NSAC with EAC mode have no limitation that the S-NSSAI is included in the Allowed NSSAI.
2. Conclusions
The alternative c) is proposed as the correction of NSAC for Network Slice Subject to NSSAA, as the discussion and observation above.
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